AGA Central Ohio Chapter Webinar - Cybersecurity Trends in 2022
Course Description Quick Guide

Course Name Course Description

Description:

The cybersecurity landscape continues to evolve at a rapid pace, and while awareness has increased over
time, it is important to stay up-to-date on cyber trends. Understanding current threats and how to
manage cybersecurity risks are important components of promoting good cyber hygiene within your
organization. During this presentation, we will explore the current state of cybersecurity, what financial
professionals in the public sector should know about protecting financial data, and tools for managing
cybersecurity risk within an organization. Finally, we’ll explore real case studies that demonstrate the
importance of cybersecurity awareness. You should leave with a better understanding of how you can

Cybersecurity Trends in 2022 — play a part in keeping your organization and its customers safe.

What Financial Professionals in _
the Public Sector shou!d know Learning objectives:
about Cybersecurity
Carly Devlin CISA, CISSP, -

Managing Director, Clark 1. Understand top current and emerging cyber threats, with specific examples of threats impacting the
Schaefer, Tami Stevens, public sector.
Manager, Accounting 2. Learn how financial professionals can help protect their organization’s data, even if they aren’t in the IT
Operations Practice, Clark or information security groups.
Schaefer 3. Identify various methods/tools for managing cybersecurity risk to enhance data security and encourage

compliance with regulatory requirements.
4.  Understand real examples of issues that can arise if financial professionals don’t have awareness of
cybersecurity controls

Major Subjects:
° Cybersecurity risk management
° Cybersecurity awareness

o Cybersecurity controls



